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Περίληψη 

Η παρούσα εργασία πραγματεύεται το φαινόμενο του ηλεκτρονικού ή αλλιώς 

διαδικτυακού εκφοβισμού, όπως εκδηλώνεται μέσα από τις σελίδες κοινωνικής 

δικτύωσης που χρησιμοποιούν μαθητές προεφηβικής (11-13 ετών) και εφηβικής 

ηλικίας (14-15 ετών) δύο σχολείων της περιοχής του Πειραιά. Στόχος είναι να 

διερευνηθεί, μέσω της συλλογής και ανάλυσης ποσοτικών και ποιοτικών δεδομένων, 

κατά πόσο και με ποια συχνότητα μαθητές αυτών των ηλικιών εκφοβίζονται ή 

εκφοβίζουν μέσω των προσωπικών λογαριασμών τους, πώς αυτό διαφοροποιείται σε 

σχέση με το φύλο και τη βαθμίδα εκπαίδευσης, σε τι βαθμό διασυνδέεται με τον 

παραδοσιακό εκφοβισμό και τι μεθόδους αυτοπροστασίας και πρόληψης εφαρμόζουν 

μέσα στα κοινωνικά δίκτυα προς αποφυγή ή και προς αντιμετώπιση του φαινομένου. 

Συμπερασματικά, επιδίωξη της παρούσας έρευνας είναι να καταδείξει την 

αναγκαιότητα έγκαιρης ευαισθητοποίησης μαθητών/τριών, γονέων και κοινωνίας, 

συστηματικότερης εφαρμογής ενημερωτικών δράσεων και θέσπισης ενός κοινού, 

οργανωμένου θεσμικού πλαισίου διαχείρισης του ζητήματος.  

Λέξεις - κλειδιά: διαδικτυακός-ηλεκτρονικός εκφοβισμός, σελίδες κοινωνικής 

δικτύωσης, προεβηφική-εφηβική ηλικία 

 

 

Abstract 

 

This study concerns the social phenomenon of cyber bullying- or else bullying via 

internet tools- and the way this is encountered through social networks. In our study 

we addressed a representative sample of pre- adolescents, aged 11-12, and 

adolescents, aged 14-15, attending primary and junior high school respectively in the 

district of Piraeus. Through gathering and analyzing both quantitative and qualitative 

data, we intended to investigate the degree and frequency these students might either 

bully or be bullied via their personal account in social media. We, in specific, focused 

on how their cyber bullying exposure differs in relation to their gender and the school 

sector they belong to. We further examined whether cyber bullying is connected to 



school bullying and finally aimed at recording self- protection and prevention 

strategies students apply via social media when facing cyber bullying dangers. The 

ultimate goal, thus, was to reflect on the necessity to sensitize students, parents and 

national authorities so as to take systematic action and further enact commonly 

implemented legislation towards the international phenomenon of cyber bullying. 

    

Keywords: cyber-bullying, social media, pre-adolescence, adolescence.  

 

Εισαγωγή 

Η ραγδαία ανάπτυξη της επιστήμης της Πληροφορικής με συνεπακόλουθη επίδραση 

στον τομέα της επικοινωνίας έχει καταστήσει το Διαδίκτυο αναπόσπαστο κομμάτι της 

καθημερινότητας του σύγχρονου ανθρώπου που επιθυμεί μέσω αυτού του μέσου την 

ανταλλαγή πληροφοριών, την προφορική και γραπτή επικοινωνία αλλά και 

ψυχαγωγία. Αντιστοίχως, πέραν των αδιαμφισβήτητων πλεονεκτημάτων του, ο 

τρόπος χρήσης του μέσου έχει αναδείξει και την εμφάνιση νέων παθολογικών, 

αντικοινωνικών  συμπεριφορών όπως αυτής του κυβερνοεκφοβισμού. 

 

Ο όρος διαδικτυακός ή εναλλακτικά ηλεκτρονικός εκφοβισμός (cyberbullying), 

έννοια κατά το πρόσφατο παρελθόν άγνωστη στον περισσότερο κόσμο, αποτελεί 

πλέον ένα σύγχρονο ανησυχητικό κοινωνικό φαινόμενο που αφορά και τις κοινότητες 

των εφήβων. Όπως πρώτος το όρισε ο Καναδός Bill Belsey (2005), «περιλαμβάνει τη 

χρήση Τεχνολογιών Πληροφορίας και Επικοινωνίας για να υποστηρίξει μια 

εσκεμμένη, επαναλαμβανόμενη, και εχθρική συμπεριφορά από ένα άτομο ή μια 

ομάδα που στόχο έχει να βλάψει άλλους» (Belsey, 2005, in Dooley et al., 2009). Η 

εκδήλωση τέτοιων φαινομένων συναντάται σε ιστοσελίδες, στην ηλεκτρονική 

αλληλογραφία, στα  μηνύματα σε  κινητά τηλέφωνα  και στο Διαδίκτυο, σε 

ιστοσελίδες κοινωνικής δικτύωσης, σε ιστολόγια, σε κανάλια δημόσιας συζήτησης 

και σε διαδικτυακά παιχνίδια (Li, Gross & Smith, 2012). Για την εκδήλωση του 

φαινομένου του κυβερνοεκφοβισμού τα κοινωνικά δίκτυα θεωρούνται ιδιαίτερα 

δημοφιλή χώροι (Hinduja & Patchin, 2010) όπου ο χρήστης δεν χρειάζεται να έχει 

ιδιαίτερες γνώσεις ηλεκτρονικών υπολογιστών για να συμμετάσχει. 

Χρησιμοποιούνται δε τα δίκτυα αυτά τόσο από νέους -χρήστες ηλικίας 18-32 (την 

επονομαζόμενη γενιά Y) όσο και από  πιο νέους- έφηβους χρήστες για λόγους 

διατήρησης επαφής με φίλους τους. 

 

Θεωρητική Ανασκόπηση Πεδίου 

Παρόλο που το φαινόμενο του Διαδικτυακού εκφοβισμού κινείται σε μία κοινή βάση 

με τον παραδοσιακό εκφοβισμό δεν αποτελεί εντούτοις «σύγχρονη» συνέχειά του, 

όπως φαίνεται και από το παρακάτω σχήμα, καθώς διαθέτει πολλά στοιχεία που τον 

διαφοροποιούν. 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

   

Σχήμα 1: Οι  βασικές διαφορές  και ομοιότητες μεταξύ παραδοσιακού και διαδικτυακού 

εκφοβισμού.  

 

Πράγματι, ένα από τα κυριότερα χαρακτηριστικά της ηλεκτρονικής παρενόχλησης, 

σε αντίθεση με την παραδοσιακή, είναι η ανωνυμία που προσφέρεται μέσα από τα 

διάφορα ηλεκτρονικά μέσα (Κούρτη, 2003; Ferdon &Hertz  2007; Ortega et al 2008, 

Kowalski, Limber & Agatston 2012; Li, Gross & Smith 2012) ενώ στη συχνότητα 

ραγδαίας εκδήλωσης του φαινομένου συμβάλλει και η ίδια η φύση των τεχνολογικών 

μέσων που όπως αναφέρει ο Νικολόπουλος (2009), εξαιτίας της κοινωνικής 

διάστασης που τα διέπει, με μία κίνηση είναι δυνατή η γνωστοποίηση κακόβουλων 

ενεργειών σε μία  πληθώρα θεατών σε όλο το φάσμα του παγκόσμιου ιστού. Η 

εκρηκτική, επιπλέον, ταχύτητα διάδοσης των πληροφοριών καθώς και το γεγονός ότι 

‘παραμένουν’ στο Διαδίκτυο για πάντα (εξαιτίας της μη απόλυτης διαγραφής 

δεδομένων) είναι επίσης στοιχεία που διαφοροποιούν το διαδικτυακό εκφοβισμό 

(Kowalski, Limber & Agatston, 2012). Όπως αναφέρεται εκτεταμένα στη σχετική 

βιβλιογραφία, το φαινόμενο της ηλεκτρονικής παρενόχλησης δεν γνωρίζει 

γεωγραφικά όρια διότι λόγω της φύσης του Διαδικτύου, ο καθένας μπορεί να 

χρησιμοποιήσει την τεχνολογία για να εκφοβίσει από οπουδήποτε στον κόσμο με 

όποιο τρόπο αυτός επιθυμεί και οποιαδήποτε χρονική στιγμή (Patchin & Hinduja 

2010; Kowalski, Limber & Agatston, 2012; Li, Gross & Smith, 2012). Τέλος, 

σύμφωνα με τον Νικολόπουλο (2009) το φαινόμενο ενισχύεται περαιτέρω από το 

γεγονός ότι οι ‘θύτες’ δεν έχουν πραγματική επαφή με το θύμα και λόγω αυτής της 

συναισθηματικής αποστασιοποίησης και άρσης αναστολών, η παρενόχληση γίνεται 

πιο επιθετική και επικίνδυνη και οι διαπράττοντες τον εκφοβισμό να μην νιώθουν 

ενοχές για τη δράση τους.  

 

Μέσω των έως τώρα περιορισμένων επιστημονικών δεδομένων αναφορικά με το 

προφίλ των ‘θυτών’ (Ryan, 2011), ανακύπτουν πολλοί και ποικίλοι λόγοι για τους 

οποίους ένα άτομο μπορεί να εμπλακεί. Ένας τέτοιος λόγος μπορεί να είναι η 

συναισθηματική πλήξη που μπορεί να νοιώθει ένα άτομο ή η ανάγκη του επιβολής σε 

κάποιον, η βούλησή του να υπερτερήσει σωματικά ή και ψυχολογικά ενός άλλου ή η 

επιθυμία του να βρίσκεται στο επίκεντρο μιας ομάδας ή μίας κατάστασης ή  ακόμα 

και η εκδήλωση αντίποινων (Aftab, 2006, όπ. ανφ. στο Νικολόπουλος, 2009). 

 



Αναφορικά με τις μορφές εκδήλωσης του φαινομένου, η Willard (2007) διακρίνει 

επτά είδη μορφών ηλεκτρονικού εκφοβισμού με βάση το περιεχόμενο των 

τελεσθέντων πράξεων (Willard 2006  Νικολόπουλος 2009). Τέτοιες μορφές είναι η 

ανταλλαγή προσβλητικών σχολίων (flaming), η παρενόχληση, η δυσφήμηση, η 

πλαστοπροσωπία, η δημοσίευση και εξαπάτηση (outing & trickery), ο αποκλεισμός 

και η ηλεκτρονική παρακολούθηση. Ως εκ τούτου, το φαινόμενο βρίσκεται υπό 

συνεχή παρακολούθηση με τη συλλογή ερευνητικών δεδομένων από  χώρες του 

εξωτερικού και κυρίως από τις  Ηνωμένες Πολιτείες της Αμερικής, τον Καναδά 

(Campbell, 2005; Kowalski & Limbert 2007; Smith, et al., 2012) αλλά και από την 

Ελλάδα (Καπατζιά & Συγγολίτου, 2012), που στοχεύουν στην πληρέστερη 

κατανόηση και αντιμετώπισή του.  

 

Μεθοδολογία της έρευνας 

Η παρούσα μελέτη, στα πρότυπα περιορισμένης επιτόπιας εθνογραφικής έρευνας, 

διενεργήθηκε στο πλαίσιο πρότερων ερευνών που έχουν ασχοληθεί με το φαινόμενο 

του διαδικτυακού εκφοβισμού και έχουν καταδείξει την αναγκαιότητα διεξοδικής 

μελέτης του, ώστε να κατανοηθεί καλύτερα ο τρόπος εκδήλωσης και τα αίτια του και 

έτσι να δύναται η πιο αποτελεσματική ατομική και συλλογική αντιμετώπισή του. Η 

παρούσα έρευνα μελετά το φαινόμενο όπως εκδηλώνεται μέσα από τα κοινωνικά 

δίκτυα, γεγονός που στηρίχθηκε σε στατιστικά στοιχεία που αναδείκνυαν αφενός τη 

μεγάλη δημοτικότητα των μέσων αυτών (Kaplan & Haenlein, 2010: 59) και αφετέρου 

τη μεγάλη συχνότητα εκδήλωσης τέτοιων εκφοβιστικών συμπεριφορών μέσω των 

κοινωνικών δικτύων (O’Brien & Moules, 2010). 

 

Εκπονήθηκε από τα μέσα Οκτωβρίου έως και τις αρχές Φεβρουαρίου 2013 σε παιδιά 

προεφηβικής ηλικίας (11-12 ετών) που φοιτούσαν στη ΣΤ’ τάξη Δημοτικού κα σε 

παιδιά εφηβικής ηλικίας (14-15 ετών) που φοιτούσαν στη Γ’ τάξη Γυμνασίου. Πιο 

αναλυτικά, στην έρευνα συμμετείχαν 47 μαθητές/τριες του Ράλλειου Πρότυπου 

πειραματικού Δημοτικού Πειραιά και 32 μαθητές/τριες του 2
ου

 Γυμνασίου Πειραιά. Η 

επιλογή των δύο διαφορετικών βαθμίδων εκπαίδευσης συντελέσθηκε προκειμένου να 

γίνει αντιπαραβολή των δεδομένων σε σχέση με το φύλο αλλά και τη βαθμίδα στην 

οποία ανήκουν οι μαθητές. Βασικοί ερευνητικοί στόχοι ήταν η καταγραφή 

συγκεκριμένων περιστατικών κυβερνοεκφοβισμού, η συχνότητα εκδήλωσής τους και 

η σχέση θύτη- θύματος, η διερεύνηση διασύνδεσης παραδοσιακού εκφοβισμού με τον 

διαδικτυακό εκφοβισμό, η αναζήτηση αιτίων και επιπτώσεων εκδήλωσης του 

φαινομένου καθώς και λήψης μέτρων αντιμετώπισης από τους μαθητές/ τριες και 

τέλος η διερεύνηση γνώσεων περί της τήρησης κανόνων ορθής χρήσης λογαριασμού 

από τα παιδιά ως μέσο πρόληψης.   

 

Τα προς διερεύνηση δεδομένα συλλέχθηκαν με ερευνητικά εργαλεία ποσοτικής και 

ποιοτικής μεθόδου και αναλύθηκαν συγκριτικά και αντιπαραβολικά με τη 

‘διερευνητική- ερμηνευτική μέθοδο’ (‘normative’ and ‘interpretive’ approach) 

(Novack, 1986; Alasuutari, 1995). Για τη συλλογή ποσοτικών δεδομένων 

σχεδιάστηκε ειδικά διαμορφωμένο ερωτηματολόγιο που με ερωτήσεις κλειστού και 

ανοικτού τύπου στόχευε στη διερεύνηση εκδήλωσης και συχνότητας εκδήλωσης του 

φαινομένου, ενώ για τη συλλογή ποιοτικών δεδομένων διεξήχθησαν ημι-δομημένες 

ανοικτού, κυρίως, τύπου συνεντεύξεις με δύο εκπροσώπους διαφορετικών φορέων, οι 

οποίοι τα τελευταία χρόνια ασχολούνται ενεργά με την ενημέρωση μαθητών, γονέων 

και εκπαιδευτικών αναφορικά με το φαινόμενο του κυβερνοεκφοβισμού. Επιπλέον 



στόχος των συνεντεύξεων ήταν να διασφαλιστεί η εγκυρότητα κι αξιοπιστία των 

αποτελεσμάτων του ερωτηματολογίου αλλά και να παρατεθούν ειδικότερα 

παραδείγματα που θα απεικονίσουν την εμπλοκή φορέων και κοινωνίας στο 

φαινόμενο του διαδικτυακού εκφοβισμού. 

 

Συγκεκριμένα, η πρώτη συνέντευξη απευθυνόταν στον κ. Γεώργιο Κορμά, 

εκπρόσωπο του “Saferinternet”, που αποτελεί επίσημο και αναγνωρισμένο φορέα από 

το Υπουργείο Παιδείας και ειδικεύεται στην ενημέρωση περί της ασφαλούς 

πλοήγησης στο διαδίκτυο, ενώ η δεύτερη συνέντευξη παραχωρήθηκε από τον κ. 

Σφακιανάκη Μανώλη, Προϊστάμενο της Υπηρεσίας Δίωξης Ηλεκτρονικού 

Εγκλήματος, του Υπουργείου Προστασίας του Πολίτη, που ειδικεύεται στον 

εντοπισμό κρουσμάτων διαδικτυακού εκφοβισμού, στην πρόληψη και την καίρια 

αντιμετώπισή τους.   

 

Για την καταγραφή και τη στατιστική επεξεργασία των δεδομένων που συλλέχθηκαν 

από τα ανώνυμα ερωτηματολόγια χρησιμοποιήθηκε το πρόγραμμα στατιστικής 

ανάλυσης “spss (ver.20.0)”. Η πρωτογενής ανάλυση έδωσε βασικά περιγραφικά 

μέτρα θέσης και διασποράς (μέση τιμή, ελάχιστο- μέγιστο, τυπική απόκλιση) για τις 

ποσοτικές και κατηγορικές μεταβλητές καθώς και τις ερωτήσεις τύπου Likert, ενώ 

εφαρμόστηκε ανάλυση συχνοτήτων για ερωτήσεις κλειστού- τύπου και έλεγχος 

συσχετίσεων (χ
2
) σε σχέση με δυο ανεξάρτητες μεταβλητές, το φύλο και τη βαθμίδα 

εκπαίδευσης. 

Αποτελέσματα   

                     

Από τη στατιστική επεξεργασία των ερωτηματολογίων προέκυψαν τα κάτωθι 

αποτελέσματα. Όσον αφορά στο βαθμό ενασχόλησης των μαθητών με το Διαδίκτυο 

το ποσοστό χρήσης αναδείχτηκε στο 97,5% με το 39,4% να αποτελεί καθημερινή 

χρήση άνω των δυο ωρών. Κατά την πλοήγησή τους οι μαθητές δηλώνουν σε 

ποσοστό 49,4% ότι κατέχουν γνώσης ορθής χρήσης διαδικτύου, ποσοστό που 

συναντάται κυρίως σε μαθητές Δημοτικού. Σχετικά με τις διαδικτυακές συνήθειες 

των ψηφιακά αυτοχθόνων, τα κοινωνικά δίκτυα αναδύθηκαν στην τέταρτη και 

πέμπτη θέση με την πλειοψηφία εξ αυτών να είναι μαθητές Γυμνασίου και κυρίως 

κορίτσια (40,5%) σε αντίθεση με τους λιγότερους χρήστες Δημοτικού, όπου είναι 

κυρίως αγόρια (20,3%).  Στο σύνολό τους οι χρήστες δηλώνουν ότι κάνουν 

καθημερινή χρήση των κοινωνικών μέσων (55,4%) προκειμένου πρωτίστως να 

επικοινωνήσουν με φίλους. Κατά τη δημιουργία του προσωπικού τους λογαριασμού 

στο κοινωνικό δίκτυο που επιλέγουν, οι χρήστες σε μεγάλο ποσοστό (51,9%) 

απεικονίζουν τα προσωπικά τους στοιχεία ‘ανοικτά μόνο για φίλους’ και σε ποσοστό 

9,1% ‘δημόσιο’ προς όλους.  

Αναφορικά με τις περιπτώσεις διαδικτυακού εκφοβισμού που γνωρίζουν οι μαθητές, 

δηλώνουν ως επικρατέστερη μορφή την ανάρτηση προσβλητικών σχολίων για τους 

ίδιους και τους φίλους τους, την κατάχρηση λογαριασμού άλλου, την 

παρακολούθηση προσβλητικού βίντεο και τη δημιουργία ψεύτικου προφίλ. Στην 

περίπτωση που οι ίδιοι έχουν υπάρξει θύματα κυβερνοεκφοβισμού, οι μαθητές- και 

κυρίως κορίτσια- το παραδέχονται σε ποσοστό 66,3% δηλώνοντας πως έλαβαν 

προσβλητικά σχόλια τουλάχιστον μια φορά, σχόλια που αφορούσαν σε ποσοστό 

22,4% στην εξωτερική τους εμφάνιση και σε ποσοστό 21,5% στη συμπεριφορά τους. 

Αποστολείς αυτών των σχολίων ήταν σε ποσοστό 39,4% φίλοι και γνωστοί και σε 

ποσοστό 20,6% φίλοι χωρίς πρόσβαση στο προφίλ τους. Βασικός στόχος αποστολής 

υβριστικών σχολίων αναφέρεται η διασκέδαση του θύτη. Στην περίπτωση ύπαρξης 



ηλεκτρονικού και παραδοσιακού εκφοβισμού προκύπτει ότι ο διαδικτυακός 

εκφοβισμός προηγείται συνήθως του σχολικού. Ως προς την επίδραση που έχει το 

συμβάν εκφοβισμού, τα θύματα δηλώνουν ως επί το πλείστον ανεπηρέαστοι με ένα 

μικρό ποσοστό, κυρίως μαθητές Δημοτικού να εκφράζουν ‘θυμό’ και ‘ανασφάλεια’. 

Σχετικά με την αντιμετώπιση τέτοιων συμβάντων εκφοβισμού, οι μαθητές σε 

ποσοστό 9,6% δηλώνουν ότι έχουν ενεργήσει προληπτικά αποθηκεύοντας το 

προσβλητικό σχόλιο, σε ποσοστό 8,1% ενεργούν κατασταλτικά κάνοντας αναφορά 

(report) ή αναφέροντας το συμβάν στη Δίωξη Ηλεκτρονικού Εγκλήματος ενώ σε 

ποσοστό 7,2% αναφέρουν ότι ενημερώνονται για θέματα ασφαλέστερης πλοήγησης.  

Από τους εκφοβισθέντες- κυρίως κορίτσια- ένα ποσοστό 44,4% δηλώνει πως επέλεξε 

να λάβει ρόλο θύτη ως ανταπόδοση, γεγονός όμως που προέκυψε κυρίως από 

παρακίνηση από τρίτους και εκφράστηκε σε ποσοστό 44,4% με κατάχρηση 

λογαριασμού του άλλου εν αγνοία του καθώς και σε κοινοποίηση φωτογραφιών εν 

αγνοία του.  

Τέλος σε σχέση με τις μεθόδους αυτοπροστασίας που επιλέγουν οι μαθητές, 

αναδεικνύεται στην πρώτη θέση (34,1%) η προστασία κωδικού πρόσβασης και στη 

δεύτερη θέση (25,4%) η εφαρμογή κανόνων ασφαλούς πλοήγησης. Στην περίπτωση 

εκφοβισμού, δε, οι μαθητές δηλώνουν πως προέβηκαν στην παροχή βοήθειας (50%) 

στα θύματα καθώς και σε ενημέρωση γονέα (20%). Τα θύματα με τη σειρά τους 

δηλώνουν πως προέβησαν σε αλλαγή κωδικού πρόσβασης (μ=1,6333), σε αλλαγή 

προβολής των προσωπικών τους στοιχείων (μ= 1,367) και σε αναφορά του 

συμβάντος (report).  

Συζήτηση 

 

Από τα ως άνω αποτελέσματα και σε συνδυασμό με τις απομαγνητοφωνημένες 

συνεντεύξεις προκύπτουν οι εξής διαπιστώσεις.  Τα παιδιά του Δημοτικού φαίνεται 

να υπερεκτιμούν τις ικανότητές τους στο θέμα της ασφαλούς πλοήγησης έναντι των 

μαθητών Γυμνασίου που φαίνεται να έχουν μια καλύτερη επίγνωση της 

περιορισμένης τους γνώσης πάνω στην ορθή χρήση των μέσων. Η άνω των δύο ωρών 

χρήση του Διαδικτύου, όπως παραδέχονται αρκετοί μαθητές, δημιουργεί κατά τον κ. 

Κορμά σε ηλικίες 14-16 ετών ποσοστό εθισμού, ενώ ιδιαίτερα ανησυχητικό 

αναδεικνύεται το γεγονός ότι οι μαθητές Δημοτικού δηλώνουν χρήστες κοινωνικών 

δικτύων παρά τη ρητή απαγόρευση πρόσβασης –κατά τους όρους χρήσης των μέσων 

αυτών – σε παιδιά κάτω των 13 ετών κάτι που τόσο η υπηρεσία Ασφαλούς 

Διαδικτύου όσο και η Δίωξη Ηλεκτρονικού Εγκλήματος τονίζουν ότι αποτελεί 

πρόβλημα, το οποίο εντείνεται καθώς για λόγους πρόσβασης οι νεότεροι μαθητές 

συχνά παραποιούν προσωπικά τους δεδομένα για να αποκτήσουν πρόσβαση σε 

κοινωνικά δίκτυα και να αποτελέσουν αυτό που ο κ. Κορμάς αναφέρει ως ‘η γενιά 

των κοινωνικών δικτύων’. Πράγματι, τα δίκτυα αυτά αποτελούν ‘πολυμέσα’  

(Σφακιανάκης, 2012) τα οποία οφείλουν το δημοφιλή τους χαρακτήρα στο γεγονός 

ότι ‘εξυπηρετούν τις ανάγκες της εφηβείας’ (Κορμάς, 2012) με βασικό μειονέκτημα 

ότι τα χρησιμοποιούν οι μαθητές συχνά χωρίς να ελέγχονται από πουθενά και 

αγνοώντας πως ‘ότι γράφεις μένει για πάντα’ (Σφακιανάκης, 2012) προσδιορίζοντας 

αρνητικά τη μετέπειτα κοινωνική σου ταυτότητα.  

 

Σε περιπτώσεις κυβερνοεκφοβισμού στην παρούσα έρευνα προκύπτει συσχέτιση του 

συμβάντος με την ηλιακή διαβάθμιση όπου πρωταγωνιστές αναδεικνύονται κυρίως 

μαθητές Γυμνασίου (13-15), στους οποίους το φαινόμενο κορυφώνεται αλλά και 

μαθητές Δημοτικού ηλικίας 11-12) οπότε και ξεκινά η εκδήλωση του φαινομένου 

(Σφακιανάκης, 2012). Πρωταγωνιστές αποστολής υβριστικών μηνυμάτων, που 



σύμφωνα με τα ερωτηματολόγια αναδεικνύεται σε συνηθέστερη μορφή 

κυβερνοεκφοβισμού, αναδεικνύονται τα κορίτσια σε αντίθεση με τις έως τώρα 

έρευνες που αναφέρουν ως πρωταγωνιστές τα αγόρια (Λάζουρας & Ούρδα, 2012 ; 

Slonje, et al, 2012). Τα σχόλια αυτά φαίνεται να συσχετίζονται με τον τρόπο 

απεικόνισης των προσωπικών στοιχείων των χρηστών όπου ένα προφίλ ‘ανοικτό σε 

φίλους’ και ‘δημόσιο’ έχει περισσότερες πιθανότητες να αποτελέσει πεδίο 

εκφοβισμού από ότι ένα προφίλ για ‘ανοικτό με προσαρμογή’. Τα σχόλια αυτά συχνά 

απορρέουν από ‘το κακό συνήθειο που έχουν τα παιδιά σε όλο τον κόσμο.. να 

ποστάρουν δηλαδή να αναρτούν τις προσωπικές τους στιγμές’ (Κορμάς, 2012). Η 

τακτική αυτή αποστολής υβριστικών μηνυμάτων επαληθεύεται ως επικρατέστερη- 

κατά την πλοήγηση κάποιου στο Διαδίκτυο- και από τη διεθνή βιβλιογραφία (EU 

Kids On Line research, 2010; Slonje et al., 2012;  ΔΑΦΝΗ ΙΙ πρόγραμμα, 

Τσορμπατζούδης & Αγγελακοπούλου, 2012).  

 

Άλλες μορφές εκφοβισμού, εξίσου ανησυχητικές αποτελούν η δημιουργία ψεύτικου 

προφίλ ή αλλιώς πλαστοπροσωπία δηλαδή, η μίμηση της ταυτότητας ενός ατόμου με 

σκοπό την αποστολή κακόβουλών μηνυμάτων και η παρακολούθηση προσβλητικού 

οπτικοακουστικού υλικού οι οποίες απαντώνται και στη διεθνή βιβλιογραφία 

(Willard, 2007 ; Νικολόπουλος, 2009), ενέργειες που οφείλονται κατά πολύ στην 

έλλειψη επικοινωνίας νέων με τους γονείς τους στο σπίτι (Σφακιανάκης, 2012).  

 

Το γεγονός ότι η ‘ανωνυμία’ αποτελεί άλλοθι των θυτών επιβεβαιώνουν οι κ. 

Σφακιανάκης και  κ. Κορμάς (2012), ενώ τονίζουν πως οι επιπτώσεις του φαινομένου 

έχουν οδηγήσει ακόμα και σε απόπειρα αυτοκτονίας. Επιπροσθέτως, το γεγονός ότι 

το θύμα αντιμετωπίζει το συμβάν στο Δημοτικό με φόβο ενώ στο Γυμνάσιο με 

αδιαφορία, δηλώνει συστηματικότητα του φαινομένου που οδηγεί τελικά σε 

παθητικότητα και αδράνεια ή απευαισθητοποίηση του θύματος ωθώντας τον συχνά 

στην ανταπόδοση  κατόπιν παραίνεσης  (Κορμάς, 2012). Φαινόμενο γνωστό και ως 

‘έμμεσος εκφοβισμός’ (Dooley at al 2009: Aftab 2006). Σημαντικός αναδεικνύεται 

και ο λόγος της διασκέδασης του θύτη καθώς ‘ο μαθητής θέλει να κάνει την πιο καλή 

πλάκα’ (Σφακιανάκης, 2012), γεγονός που αναφέρεται και σε συναφείς έρευνες όπως 

των Raskaouskas & Stoltz (2007) όπου περίπου το 40% των περιπτώσεων 

εκφοβισμού έγιναν για τον συγκεκριμένο λόγο (Smith et al., 2008; Raskaouskas & 

Stoltz, 2007 in Dooley, et al.,2009). Η εκδίκηση ως ανταπόδοση στον αρχικό 

εκφοβισμό εντάσσεται στην κατηγορία των αντίποινων  (Aftab 2006, όπ. ανφ. στο 

Νικολόπουλος, 2009) κάτι που ωθεί σε μια κατάσταση εναλλαγής ρόλων θύματος- 

θύτη (Κορμάς, 2012). Στην περίπτωση αυτή επαληθεύεται το ότι ο διαδικτυακός 

εκφοβισμός διαφέρει σημαντικά του παραδοσιακού καθώς στον ‘κυβερνοεκφοβισμό 

ο θύτης μπορεί να είναι και θύμα ή το θύμα στον πραγματικό κόσμο γίνεται θύτης 

στο διαδικτυακό’ (Κορμάς, 2012). 

 

Τέλος, το γεγονός ότι κάποια από τα θύματα εκφράζουν ότι έχουν προβεί σε 

συγκεκριμένες ενέργειες αντιμετώπισης του φαινομένου με τη βοήθεια και φίλων 

τους  σε συνδυασμό με το ότι οι μαθητές δηλώνουν γνώση κάποιων ενεργειών 

αυτοπροστασίας τους καταδεικνύει ότι οι μαθητές σε κάποιο ικανοποιητικό ποσοστό 

γνωρίζουν πώς να εφαρμόζουν κανόνες ορθής χρήσης λογαριασμού ή αντιμετώπισης 

φαινομένων εκφοβισμού. 

 

 

 



Περιορισμοί έρευνας  
 

Οι κάτωθι περιορισμοί δεν επιτρέπουν γενικεύσεις επί των αποτελεσμάτων της 

έρευνας. Πρωτίστως, το δείγμα που συγκεντρώθηκε (79 μαθητές Δημοτικού & 

Γυμνασίου) είναι σημαντικά περιορισμένο, ενώ οι μαθητές του πρότυπου δημοτικού 

προέρχονται από κοινωνικο-οικονομικά περιβάλλοντα προστατευτικού και αρκετά 

κατευθυντικού χαρακτήρα σε αντίθεση με το Γυμνάσιο του οποίου οι μαθητές 

προέρχονται από διαφορετικά κοινωνικο- οικονομικά στρώματα. Επιπροσθέτως, 

στους περιορισμούς της παρούσας έρευνας ανήκει το ότι διεξήχθη κατά το πρώτο 

τρίμηνο της σχολικής ζωής, καθώς ο Olweus (1993,1994) αναφέρει ότι τα φαινόμενα 

εκφοβισμού θα πρέπει να μελετώνται κατά το δεύτερο ή και τρίτο τρίμηνο σχολικής 

ζωής, όπου οι σχέσεις ανάμεσα στους συμμαθητές έχουν αναπτυχθεί στο έπακρο. Το 

στοιχείο βέβαια αυτό επηρεάζει τις έρευνες, στην περίπτωση που ο ηλεκτρονικός 

εκφοβισμός όντως αποτελεί προέκταση της παραδοσιακής σχολικής θυματοποίησης. 

Από την στιγμή ωστόσο που ένας αρκετά μεγάλος όγκος ερευνών στηρίζουν αυτήν 

την υπόθεση (Didden, 2009; Gradinger et.al, 2012) ο συγκεκριμένος παράγοντας δεν 

θα μπορούσε να αγνοηθεί. 

 

Συμπεράσματα-Προοπτικές 

 

Συμπερασματικά αξίζει να σημειωθεί ότι από τα κοινά σημεία της παρούσας, 

ιδιαίτερα μικρής σε εμβέλεια, έρευνας με τη διεθνή βιβλιογραφία και σε συσχέτιση 

με τις πρότερες έρευνες προκύπτει ξεκάθαρα ότι ο ηλεκτρονικός εκφοβισμός είναι 

μια νέα μορφή εκφοβισμού μεταξύ παιδιών και εφήβων, ένα σύγχρονο κοινωνικό 

φαινόμενο που φαίνεται να αποκτά σημαντικές διαστάσεις προκαλώντας ανησυχία σε 

παιδιά, εφήβους, γονείς, εκπαιδευτικούς και λοιπούς επαγγελματίες που ασχολούνται 

με την υγεία και την ασφάλεια του παιδιού. Συχνά, φορείς όπως η Δίωξη 

Ηλεκτρονικού Εγκλήματος καθώς και η υπηρεσία Ελληνικού Κέντρου Ασφαλούς 

Διαδικτύου προβαίνουν στην υλοποίηση προγραμμάτων και επιμορφωτικών δράσεων 

προκειμένου να καταλάβει ο νέος, με παιγνιώδη τρόπο, τι είναι το Διαδίκτυο, τι είναι 

το ηλεκτρονικό έγκλημα, πώς να κάνει ορθή χρήση του διαδικτύου και των 

κοινωνικών δικτύων ειδικότερα (Σφακιανάκης, Κορμάς, 2012). Περαιτέρω, όμως, 

καθίσταται αναγκαία η θέσπιση προληπτικών, παρεμβατικών προγραμμάτων και η 

υιοθέτηση πολιτικών πρακτικών οι οποίες θα συμβάλλουν αποτελεσματικά στον 

περιορισμό του φαινομένου ενώ ανακύπτει και αναγκαιότητα θέσπισης ενός 

οργανωμένου κοινού σε ευρωπαϊκό και διεθνές επίπεδο νομοθετικού πλαισίου 

διαχείρισης του ζητήματος (Σφακιανάκης, 2012).  

 

Τέλος, αναγκαία κρίνεται και η παρακολούθηση της εξέλιξης του ζητήματος με εκ 

νέου έρευνες αναφορικά με τη διαδικτυακή συμπεριφορά των νέων μέσα από τα 

κοινωνικά δίκτυα, ώστε να κατανοηθεί το ζήτημα του κυβερνοεκφοβισμού εις βάθος 

και να ανακύψει ένα πιο ολοκληρωμένο μοντέλο αντιμετώπισής του.  
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